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* * * Start of Change * * * *

* * * Change * * * * all text is new
4.10b	Non-authenticable Non-3GPP (NAUN3) device behind 5G-RG
This clause defines support for NAUN3 devices behind a 5G-RG. This clause applies only to 5G-RG.
· The operator may define NAUN3 access categories that relate with the type of PDU Session that may be used by a NAUN3 device connecting to a 5G RG via a non-3GPP interface of the 5G-RG ; a non-3GPP interface of the 5G-RG associated with an NAUN3 access category may correspond to an SSID or to a physical (e.g; Ethernet) port of the 5G RG.
· The 5G-RG is locally configured with the mapping between non-3GPP interfaces of the 5G-RG such as SSID, RG physical ports, etc. and NAUN3 access category.  This local configuration is out of scope of 3GPP and may be done by the end-user.
· URSP (as defined in clause 9.5.2.1) configured by the PCF on the 5G-RG are used to map from NAUN3 access category to parameters of the PDU session (e.g. DNN, S-NSSAI, PDU Session Type, SSC mode)) to use for the traffic of NAUN3 devices using a non-3GPP interface of the 5G-RG. These URSP rules defined in 23.503 [4], may contain a time validity condition but contain only an NAUN3 access category  in their Traffic Descriptor.
NOTE X: The procedures for the connection of NAUN3 devices with a 5G-RG is not in the scope of 3GPP 

* * * Next Change * * * * 
[bookmark: _Toc122421526]9.5.2.1	5G-RG
This clause specifies the delta related to UE policy distribution defined in TS 23.503 [4] clause 6.1.2.2 and related to URSP defined in TS 23.503 [4] clause 6.6. for 5G-RG.
If the PCF provides the URSP policy to the 5G-RG, the PCF should neither include NSWO indication nor any ANDSP policies. The 5G-RG shall ignore any NSWO indication or any ANDSP policies if received from the 5GC. The 5G-RG shall use the URSP policy as specified in TS 23.503 [4], for example for the association of application and PDU session, slices, etc.
The URSP indicates for the application of Auto-Configuration Server (ACS) which PDU session type, NSSAI and/or DNN is to be used. The 5G-RG establishes the connectivity to the management entity (e.g. ACS) via user plane connection on a PDU session according to the URSP.
UE Policy procedures defined in clause 6.1.2.2 of TS 23.503 [4] are applicable as follows:
-	Roaming is not applicable to W-5GAN access in this release of specification.
In order to support the case when NAUN3 devices may be connected via 5G-RG, specific URSP rules may be configured by the PCF on 5G-RG.
UE Route Selection Policy information targetting an NAUN3 access category follows the structure defined in clause 6.2.2 of TS 23.503 [4] with following exception:
-	RSD elements associated of Table 6.6.2.1-2 are Not applicable for NAUN3 access category. Hence the (unique) TD of the (unique) URSP for an NAUN3 access category is assumed to always match
-	These URSP rules defined in 23.503 [4], may contain a time validity condition but contain only an NAUN3 access category in their Traffic Descriptor.



* * * End of Changes * * * *
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